**Formular zur vollständigen Meldung von Schwachstellen**

# Kontakt

Sie müssen die gefundenen Informationen ausschließlich an die folgende E-Mail-Adresse senden:
**vulnerabilityreport@ccb.belgium.be**

Wann immer möglich, bitten wir Sie, die folgenden sicheren Kommunikationsmethoden zu verwenden:

**PGP-Schlüssel-ID: 1668FD92 Schlüssel**

**Typ: RSA-4096-Schlüssel**

**Fingerabdruck: A7B9 E8AA F0AA AF13 C13D 3524 3FBC 9FC1 1668 FD92**

# Zu liefernde Informationen

Senden Sie uns so bald wie möglich, spätestens jedoch 72 Stunden nach der Entdeckung der Schwachstelle, Informationen über Ihre Erkenntnisse.

Bitte geben Sie ausreichend Informationen an, damit wir das Problem reproduzieren und so schnell wie möglich beheben können.

Wir bitten Sie, zumindest die folgenden relevanten Informationen (auf Französisch, Niederländisch, Deutsch oder Englisch) anzugeben:

|  |  |
| --- | --- |
| Nachname:Vorname:Nummer des Personalausweises: |  |
| E-Mail-Adresse:Telefonnummer:Adresse: |  |
| Beschreibung der Schwachstelle: |  |
| Art der Schwachstelle: |  |
| Details zur Konfiguration: |  |
| Betriebsystem: |  |
| Durchgeführte Operationen (Protokolle): |  |
| Verwendete Werkzeuge: |  |
| Prüfungsdaten und -zeiten: |  |
| IP-Adresse oder URL des betroffenen Systems: |  |
| Sonstige relevante Informationen: |  |
| Anhänge (Bildschirmfotos) |  |